**Лабораторная работа 1**

# **Topic**

Anonymous Networks; Anonymity; Traffic Analysis

# **Описание предметной области**

Данный топик охватывает исследования в области анонимности в интернете, в частности обеспечение анонимности и безопасности сетей и защита от анализа трафика с целью сбора информации.

Анонимность — способ остаться незамеченным во Всемирной сети.

Анонимные сети — компьютерные сети, созданные для достижения анонимности в Интернете и работающие поверх глобальной сети.

Анализ трафика — это процесс перехвата и изучения сообщений с целью извлечения информации из шаблонов в общении. ­­­­­

# **Недостаток (Gap)**

Опуская главную проблему анонимности в его использовании в преступной деятельности, обеспечение конфиденциальности требует многоуровневое шифрование, что увеличивает объём трафика, время отклика и потерю пропускной способности. Главной же угрозой систем безопасности является постоянно совершенствующиеся методы анализа трафика, что увеличивает риск нарушения приватности пользователей.

# **Идея**

Создание новой интернет-архитектуры.

# **Краткий текст обзора**

Анонимные сети, такие как Tor, I2P и другие играют ключевую роль в обеспечении приватности и анонимности пользователей в интернете, их основные методы описаны в статье [11]. Они работают путем маршрутизации трафика через различные узлы, что делает сложным отслеживание и идентификацию конечного пользователя, что исследуется в статье [6]. Эти сети также обеспечивают многоуровневое шифрование данных и скрывают IP-адреса, позволяя поддерживать высокий уровень анонимности.

Однако, несмотря на преимущества анонимных сетей, в исследованиях приведены методы анализа трафика, которые могут быть использованы для обхода анонимности и идентификации пользователей. Например, в одной из статей [7] на примере Tor демонстрируется возможность обычному злоумышленнику совершить атаку и снизить анонимность сети. Также точка обмена интернет-трафиком (Internet eXchange, IX), к которому подключается Tor, может быть использована для анализа трафика [10]. Что более важно, начиная с 2010-ых гг. сайты начали блокировать Tor, что ограничивает его использование для обычных пользователей [5].

На данный момент проблема с обеспечением анонимности и безопасности решается с помощью совершенствования существующих протоколов безопасности и анонимных сетей [2], [3], [8]. Также имеется предложение по созданию новой анонимной сети [12] или изменению методов анонимизации [9]. Однако проблему можно попытаться решить иным путём. Суть идеи – создание другой интернет-архитектуры, которая позволит исключить использование узлов с числовыми данными. Это позволит обеспечить высокую анонимность пользователей, так как в таком случае будет сложно отследить источник и идентифицировать его.

Таким образом, на данный момент предложено множество различных вариантов решения проблемы с анонимностью и анализом трафика. Стоит учитывать, что подобные исследования быстро становятся неактуальными ввиду постоянной «технологической гонки» в сфере кибербезопасности.
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